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Top of Form

Squid General Settings

Enable Squid Proxy

![](data:image/x-wmf;base64,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)Check to enable the Squid proxy.**Important: If unchecked, ALL Squid services will be disabled and stopped.**

Keep Settings/Data
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Listen IP Version
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CARP Status VIP
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**Important: Don't forget to generate Local Cache on the secondary node and configure**[**XMLRPC Sync**](https://10.10.10.20/pkg_edit.php?xml=squid_sync.xml)**for the settings syncronization.**

Proxy Interface(s)
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Outgoing Network Interface
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Proxy Port
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ICP Port
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Leave this blank if you don't want the proxy server to communicate with neighbor caches through ICP.

Allow Users on Interface
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Patch Captive Portal

**This feature was removed** - see [Bug #5594](https://redmine.pfsense.org/issues/5594) for details!

Resolve DNS IPv4 First
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Disable ICMP
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Use Alternate DNS Servers for the Proxy Server
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Extra Trusted CA
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**Warning:** This option may only be required if the upstream proxy is using SSL/MITM mode and could be a security issue in other cases.

Transparent Proxy Settings

Transparent HTTP Proxy
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Transparent proxy mode works without any additional configuration being necessary on clients.  
**Important:** Transparent mode will filter SSL (port 443) if you enable 'HTTPS/SSL Interception' below.  
**Hint:**In order to proxy both HTTP and HTTPS protocols **without intercepting SSL connections**, configure WPAD/PAC options on your DNS/DHCP servers.

Transparent Proxy Interface(s)
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Bypass Proxy for Private Address Destination
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Bypass Proxy for These Source IPs
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**Applies only to transparent mode.** Separate entries by semi-colons (;)

Bypass Proxy for These Destination IPs
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**Applies only to transparent mode.** Separate entries by semi-colons (;)

SSL Man In the Middle Filtering

HTTPS/SSL Interception
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SSL/MITM Mode
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Default: Splice Whitelist, Bump Otherwise. **Click Info for details.**

SSL Intercept Interface(s)
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SSL Proxy Port
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SSL Proxy Compatibility Mode
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DHParams Key Size
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CA
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SSL Certificate Deamon Children
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Remote Cert Checks

![](data:image/x-wmf;base64,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)Select remote SSL certificate checks to perform. Use CTRL + click to select multiple options.

Certificate Adapt

![](data:image/x-wmf;base64,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)See [sslproxy\_cert\_adapt directive documentation](http://www.squid-cache.org/Doc/config/sslproxy_cert_adapt/) and [Mimic original SSL server certificate wiki article](http://wiki.squid-cache.org/Features/MimicSslServerCert) for details.

Logging Settings

Enable Access Logging

![](data:image/x-wmf;base64,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)This will enable the access log.**Warning:** Do NOT enable if available disk space is low.

Log Store Directory

![](data:image/x-wmf;base64,183GmgAAAAAAAEIAGABgAAAAAAArVwEACQAAA/sAAAAFAB0AAAAAAAQAAAADAQgABQAAAAsCAAAAAAUAAAAMAhgAQgADAAAAHgAHAAAA/AIAAP///wAAAAQAAAAtAQAACQAAAB0GIQDwABgAAQAAAEEACQAAAB0GIQDwAAEAQQAXAAAABwAAAPwCAACgoKAAAAAEAAAALQEBAAkAAAAdBiEA8AAXAAEAAAAAAAkAAAAdBiEA8AABAEAAAAABAAcAAAD8AgAA4+PjAAAABAAAAC0BAgAJAAAAHQYhAPAAFgABAAEAQAAJAAAAHQYhAPAAAQA/ABYAAQAHAAAA/AIAAGlpaQAAAAQAAAAtAQMACQAAAB0GIQDwABUAAQABAAEACQAAAB0GIQDwAAEAPgABAAIABQAAAAsCAAAAAAUAAAAMAhgAQgAFAAAAAQL///8ABQAAAC4BAAAAAAUAAAACAQEAAAALAAAAMgoAAAAAAAACAAIAAgBAABYAHAAAAPsC9f8AAAAAAACQAQAAAAAAQAACQXJpYWwACocAAAoA4E7UCf7///9wTg8BvB8HdkAAAAAEAAAALQEEAAUAAAAJAgAAAAAdAAAAMgoEAAwADAAEAAIABABAABIAL3Zhci9zcXVpZC9sAwAGAAYABAADAAYABgAGAAIABgADAAIABAAAACcB//8DAAAAAAA=)The directory where the logs will be stored; also used for logs other than the Access Log above. Default: /var/squid/logs  
**Important:** Do NOT include the trailing / when setting a custom location.

Rotate Logs

![](data:image/x-wmf;base64,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)Defines how many days of logfiles will be kept. Rotation is disabled if left empty.

Log Pages Denied by SquidGuard

![](data:image/x-wmf;base64,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)Makes it possible for SquidGuard denied log to be included on Squid logs.Click Info for detailed instructions.

Headers Handling, Language and Other Customizations

Visible Hostname

![](data:image/x-wmf;base64,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)This is the hostname to be displayed in proxy server error messages.

Administrator's Email

![](data:image/x-wmf;base64,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)This is the email address displayed in error messages to the users.

Error Language

![](data:image/x-wmf;base64,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)Select the language in which the proxy server will display error messages to users.

X-Forwarded Header Mode

![](data:image/x-wmf;base64,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)Choose how to handle X-Forwarded-For headers. Default: on

Disable VIA Header

![](data:image/x-wmf;base64,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)If not set, Squid will include a Via header in requests and replies as required by RFC2616.

URI Whitespace Characters Handling

![](data:image/x-wmf;base64,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)Choose how to handle whitespace characters in URL. Default: strip

Suppress Squid Version

![](data:image/x-wmf;base64,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)Suppresses Squid version string info in HTTP headers and HTML error pages if enabled.

SaveShow Advanced Options

Bottom of Form
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